
WILL YOUR COMPANY SNEEZE
WHEN THE CORONAVIRUS STRIKES?

Does your managed services provider
have a proven contingency plan to
effectively service your business if they
need to work remotely?

I N V E N T O R Y
Do your hardware providers have
sufficient inventory and ability to ship any
necessary equipment on a timely basis?

A U T O M A T I O N
Have you automated repetitive tasks that
do not really require a human?

I N F R A S T R U C T U R E
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B A N D W I D T H
Do you have sufficient bandwidth to handle
the higher volume traffic for remote workers?
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C O M M U N I C A T I O N S  
Do you have a cloud-based unified
communications system to facilitate more
remote work?
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S E C U R I T Y  P R O T O C O L S
Do you have security protocols and
systems, like MFA and VPN, to protect
remote worker connections?
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P E R S O N A L  D E V I C E S
Could you manage and secure company
data on personal mobile devices as they
become more common in a remote
environment?

5

H E L P  D E S K
Does your IT help desk have proper
procedures in place to adequately scale
for an increase in remote workers?

Ask Yourself These Questions:

M I N I M I Z E  D I S R U P T I O N
Could you maintain your necessary
“uptime” to minimize any disruption to
normal business operations?

C O N T I N G E N C Y  P L A N

7

8

9

6 How will your internal IT staff maintain
your system infrastructure if they are
required to work remotely?
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C Y B E R  R I S K
Do you have a plan to boost your security
screening anticipating scammers will play
on employee anxieties and increase your
cyber risk?
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